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Information and Records
Policies

Updated February 2022

	Safeguarding and Welfare Requirement: 
Information and Records

Providers must maintain records and obtain and share information to ensure the safe and efficient management of the setting, and to help ensure the needs of all children are met.

Confidential information and records about staff and children must be held securely and only accessible and available to those who have a right or professional need to see them.
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6.1a Clockhouse Pre-school’s Privacy Notice for Staff and Volunteers
Policy statement

We are committed to ensuring that any personal data we hold about you is protected in accordance with data protection laws and is used in line with your expectations. This privacy notice explains what personal data we collect, why we collect it, how we use it and how we protect it. 

What personal data do we collect? 

We collect personal data about you to provide high quality care and learning to the children in our care. 

· Personal and sensitive data that we collect about you may include your name, home address, email address, phone numbers, emergency contact details, languages spoken, religious beliefs. Your date of birth & national insurance number or unique taxpayer reference (UTR) if you’re self-employed. This information will be collected from you directly in your application form, CV and in the processing of your DBS check and EY2 (if applicable). 

· If you contact us by email or through our website, then we will store and process the information you provide in our email system as required. We will continue to store your email address only, so we can invite you to future events. 

Why we collect this information and the legal basis for handling your data 
Contract 
We use personal data about you in order to fulfil the contractual arrangement we have entered into. 

This includes using your data to: 

· Communicate with contact you in case of an emergency 

· Communicate with you to organise working schedules, training and ad hoc matters 

Consent

With your consent, we display your picture and some information about you on our parent’s noticeboard, our website and social media channels. 

Legal Obligation 

We have a legal obligation to process safeguarding related data about you should we have concerns about your welfare or a child’s welfare. We also have a legal obligation to transfer records and certain information about you to future workplaces and to comply with statutory visits and inspections. 

Legitimate Interest 

We record CCTV images to protect the building and the people using it, the areas covered are the car park, garden, and the main hall. We retain recordings for 21 days, in order that any issues are highlighted before the data is deleted. 

We will continue to hold your email address only after you leave so that we can invite you and your family to reunion events and other celebrations. 

Who we share your data with: 

In order for us to deliver childcare services we will also share your data as required with the following categories of recipients: 

· Ofsted – during an inspection or following a complaint about our service 

· banking services to make payments (as applicable) 

· the Local Authority 

· our insurance underwriter (if applicable) 

We will also share your data if: 
· we are legally required to do so, for example, by law, by a court or the Charity Commission. 

· to enforce or apply the terms and conditions of your contract with us. 

· to protect you, your child and other children; for example, by sharing information with social care or the police. 

· it is necessary to protect our or others’ rights, property or safety 

· we transfer the management of the setting; in which case we may disclose your personal data to the prospective buyer so they may continue the service in the same way. 

We will never share your data with any other organisation to use solely for their own purposes, without your consent.

How do we protect your data? 

We protect unauthorised access to your personal data and prevent it from being lost, accidentally destroyed, misused, or disclosed by: 
· Keeping all paper copies of documentation in a locked filing cabinet, which is only accessible to the Manager or Deputy. 

· Keeping all electronic information including CCTV images, on a password & virus protected cloud or physical hard drive, which is only accessible to the Manager or Deputy. 

· Ensuring that all staff and volunteers are trained on GDPR and confidentiality. 

How long do we retain your data? 

We retain your personal data for up to 7 years, or until our next Ofsted inspection. Attendance records and accident records are kept for longer according to legal requirements. In some instances (child protection, or other support service referrals) we are obliged to keep your data for longer if it is necessary to comply with legal requirements (see our Children’s and Provider Records policies). 

How is personal information destroyed? 

When it is no longer needed – 

· Computer data is securely deleted. 

· Paper documents are shredded. 

Automated decision-making. 

We do not make any decisions about you based soley on automated decision-making. 

Your rights with respect to your data 

You have the right to: 
· request access, amend or correct your personal data 

· request that we delete or stop processing your personal data, for example where the data is no longer necessary for the purposes of processing; and 

· request that we transfer your personal data to another person 

If you wish to exercise any of these rights at any time or if you have any questions, comments or concerns about this privacy notice, or how we handle your data please contact us. 

If you continue to have concerns about the way your data is handled and remain dissatisfied after raising your concern with us, you have the right to complain to the Information Commissioner Office (ICO). The ICO can be contacted at Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF or ico.org.uk/ 

Changes to this notice 

we keep this notice under regular review. You will be notified of any changes where appropriate.

6.1b Clockhouse Pre-school’s Privacy Notice for Children, Parents and Carers

Policy statement

We are committed to ensuring that any personal data we hold about you and your child is protected in accordance with data protection laws and is used in line with your expectations. This privacy notice explains what personal data we collect, why we collect it, how we use it and how we protect it. 

What personal data do we collect? 

We collect personal data about you and your child to provide care and learning that is tailored to meet your child’s individual needs. We also collect information in order to verify your eligibility for free childcare and other funding, as applicable. 

Personal and sensitive data that we collect about your child may include: 

· Your child’s name, date of birth, citizenship, gender, racial/ethnic origin, address, languages spoken, religious beliefs, health and medical needs, development needs, and any special educational needs. 

· Where applicable we will obtain child-protection plans from social care and health care plans from health professionals. 

· We will also ask for information about who has parental responsibility for your child and any court orders pertaining to your child. 

Personal and sensitive data that we collect about you may include: 

· Your name, home and work address, email address, phone numbers, emergency contact details, languages spoken, religious beliefs and family details. Your date of birth & national insurance number or unique taxpayer reference (UTR) if you’re self-employed. 

· We may also collect information regarding benefits and family credits that you are in receipt of.

This information will be collected from you directly in the registration form, parental declaration form and application to join form. If you contact us by email or through our website, then we will store and process the information you provide in our email system until your child leaves us. We will continue to store your email address only, so we can invite you to events. 

Why we collect this information and the legal basis for handling your data.
Contract 
We use personal data about you and your child in order to provide childcare services and fulfil the contractual arrangement you have entered into. 

This includes using your data to: 

· contact you in case of an emergency 

· support your child’s wellbeing and development 

· manage any special educational, health or medical needs of your child whilst at our setting

· carry out regular assessment of your child’s progress and to identify any areas of concern 

· maintain contact with you about your child’s progress and respond to any questions you may have 

· process your claim for up to 30 hours free childcare (only where applicable) 

· keep you updated with information about our service 

Consent 

With your consent, we will also record your child’s activities for their individual learning record. This may include photographs and videos. You will have the opportunity to withdraw your consent at any time, for images taken by confirming so in writing. 

Legal Obligation 

We have a legal obligation to process safeguarding related data about your child should we have concerns about their welfare. We also have a legal obligation to transfer records and certain information about your child to the school that your child will be attending (see Transfer of Records policy) and to comply with statutory visits and inspections. 

Legitimate Interest 

We record CCTV images to protect the building and the people using it. The areas covered are the car park, garden, and main hall. We retain recordings for 21 days, in order that any issues are able to be highlighted before the data is deleted. 

We will continue to hold your email address only after your child’s records have been destroyed so that we can invite your family to reunion events and other celebrations. 

Who we share your data with?
In order for us to deliver childcare services we will also share your data as required with the following categories of recipients: 

· Ofsted – during an inspection or following a complaint about our service 

· banking services to make payments (as applicable) 

· the Local Authority (where you claim up to 30 hours free childcare as applicable) 

· the government’s eligibility checker (as above) 

· our insurance underwriter (if applicable) 

· the school that your child will be attending 

We will also share your data if: 
· we are legally required to do so, for example, by law, by a court or the Charity Commission. 

· to enforce or apply the terms and conditions of your contract with us. 

· to protect your child and other children; for example, by sharing information with social care or the police. 

· it is necessary to protect our or others’ rights, property or safety 

· we transfer the management of the setting; in which case we may disclose your personal data to the prospective buyer so they may continue the service in the same way. 

we will never share your data with any other organisation to use solely for their own purposes, without your consent.

How do we protect your data? 

We protect unauthorised access to your personal data and prevent it from being lost, accidentally destroyed, misused, or disclosed by: 
· Keeping all paper copies of documentation in a locked filing cabinet, which is only accessible to the Manager or Deputy. 

· Keeping all electronic information including CCTV images, on a password & virus protected cloud or physical hard drive, which is only accessible to the Manager or Deputy. 

· on password & virus protected hard drive, which is also locked away when not in use and is only accessible to the Manager or Deputy. 

· Ensuring all staff and volunteers are only given access to information about you or your child if it is relevant and necessary for their role. 

· Ensuring that all staff and volunteers are trained on GDPR and confidentiality. 

How long do we retain your data? 

We retain your child’s personal data for up to 3 years, or until our next Ofsted inspection after your child leaves our setting. Medication records and accident records are kept for longer according to legal requirements. Your child’s learning and development records are maintained by us and handed to you when your child leaves. In some instances (child protection, or other support service referrals) we are obliged to keep your data for longer if it is necessary to comply with legal requirements (see our Children’s and Provider Records policies). 

How is personal information destroyed? 

When it is no longer needed – 

· Computer data is securely deleted. 

· Paper documents are shredded. 

Automated decision-making. 

We do not make any decisions about your child based solely on automated decision-making. 

Your rights with respect to your data 

You have the right to: 
· request access, amend or correct your/your child’s personal data 

· request that we delete or stop processing your/your child’s personal data, for example where the data is no longer necessary for the purposes of processing; and 

· request that we transfer your, and your child’s personal data to another person 

If you wish to exercise any of these rights at any time or if you have any questions, comments, or concerns about this privacy notice, or how we handle your data please contact us. 

If you continue to have concerns about the way your data is handled and remain dissatisfied after raising your concern with us, you have the right to complain to the Information Commissioner Office (ICO). The ICO can be contacted at Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF or ico.org.uk/ 

Changes to this notice 

We keep this notice under regular review. You will be notified of any changes where appropriate.

6.1b Clockhouse Pre-school’s Privacy Notice for Other Users of the Shared Building
Policy statement

We are committed to ensuring that any personal data we hold about you is protected in accordance with data protection laws and is used in line with your expectations. This privacy notice explains what personal data we collect, why we collect it, how we use it and how we protect it. 

What personal data do we collect? 

We collect personal data about you via the CCTV images recorded within the publicly accessible areas of the building. 

Why we collect this information and the legal basis for handling your data.
Legitimate Interest 

We record CCTV images to protect the building and the people using it. The areas covered are the car park, garden, and the main hall. We retain recordings for 21 days, in order that any issues are able to be highlighted before the data is deleted. 

Who we share your data with?
In order for us to deliver childcare services we will also share your data as required with the following categories of recipients: 

· Our insurance underwriter (if applicable) 

· A designated member of the Church Council
We will also share your data if: 
· we are legally required to do so, for example, by law, by a court or the Charity Commission. 

· to protect you and others; for example, by sharing information with social care or the police. 

· it is necessary to protect our or others’ rights, property, or safety 

How do we protect your data? 

We protect unauthorised access to your personal data and prevent it from being lost, accidentally destroyed, misused, or disclosed by: 
· Keeping all electronic information including CCTV images, on a password & virus protected cloud or physical hard drive, which is only accessible to the Manager or Deputy. 

How long do we retain your data? 

We retain recordings for 21 days
How is personal information destroyed? 

When it is no longer needed – 

· CCTV data is recorded over automatically 
Your rights with respect to your data 

You have the right to: 
· request access to your personal data 

· request that we delete or stop processing your data, for example where the data is no longer necessary for the purposes of processing; and 

If you wish to exercise any of these rights at any time or if you have any questions, comments, or concerns about this privacy notice, or how we handle your data please contact us. 

If you continue to have concerns about the way your data is handled and remain dissatisfied after raising your concern with us, you have the right to complain to the Information Commissioner Office (ICO). The ICO can be contacted at Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF or ico.org.uk/ 

Changes to this notice 

We keep this notice under regular review. You will be notified of any changes where appropriate.

6.1d Tapestry privacy policy
The Service

Schools and nurseries pay The Foundation Stage Forum to provide them with a service that allows them to create online learning journals for children under their care and to share them with their staff and, if the school or nursery wishes, the children’s parents and relatives.

What data do we collect?

For each school or nursery, we store:

· The name and address of the school or nursery

· The name, email address and telephone number of the person at the school or nursery who pays for our service.
We store this information in order to administer and charge for our service. The school or nursery may then store some or all of the following data on our service:

· The names and email addresses of their staff

· The names, dates of birth and addresses of their children

· The names and email addresses of the parents and relatives of their children

· The contents of a learning journal:

· assessments of children’s performance

· notes, photographs and videos of the children
The school or nursery stores this information in order to record, analyse and, if they wish, share the progress of their children. The school or nursery has the freedom to choose which of the above data they store, and are able to delete it at will. The school or nursery choose who has access to the data.

In providing the service, we will send automated emails to staff and parents in order to confirm email addresses, reset passwords and notify them of events relating to the school or nursery (such as when a new observation is added about a child). We never send any marketing information, though we do send staff a newsletter about Tapestry.

We ONLY access the data stored by the school or nursery about staff, children or relatives when we have to in order to maintain the service to the school or nursery, or to fix faults.

We collect the following information from visitors to our sites:

· IP addresses

· Information about their web browser and computer

· What pages people look at (e.g., the list of observations), but not the content of those pages (i.e., we could not tell directly from the data whether the list of observations contained information about a particular child, though given time and access to the data above it would be possible to figure that out)
We use this information to monitor the security of our service, to help us figure out how to improve the service (e.g., what browsers should we support? how much capacity should we add?) and to improve the way we market the service (e.g., what search terms were used to discover our site).

We collect the following information from users of our phone and tablet applications:

· The make and model of the device

· The version of the operating system

· Details of any crashes that occur in the application

· What screens people look at in the application (e.g., the list of observations), but not the content of those screens (i.e., we could not tell directly from the data whether the list of observations contained information about a particular child, though given time and access to the data above it would be possible to figure that out)
We use this information to to help us figure out how to improve the service (e.g., what causes crashes? which crashes need fixing most urgently?)

We collect a person's email address and the contents of their email when someone contacts us by email or through our support ticket system. We use this information to respond to questions or problems raised by our users.

Who owns the data?

The school or nursery own the data they place in our service. We do not. Formally, in ICO terms, the school or nursery are the “Data Controller” and we are the “Data Processor”.

Who do we share data with?

We do not share data, except as explicitly requested by the school or nursery. If they wished, the school or nursery might give staff, parents or relatives access to data. They might download or print some or all of the data and share it with their staff, parents or the government. 

They might transfer some of the data to a different nursery that uses Tapestry.

We, the Foundation Stage Forum Ltd, ONLY access the data stored by the school or nursery in order to carry out the school or nursery's instructions, to maintain the service to the school or nursery, or to fix faults.

How do we collect the data?

Most of the data is entered by the staff at the nursery or school directly into our website or through our phone and tablet applications. The nursery may, if they wish, permit parents and relatives of children to add data to the service.

We store cookies on users’ computers in order to verify that the user is logged in and to store their preferences. The cookies themselves do not contain any identifiable information about the user or about what they are looking at.

The information about the computers that visit our site is collected by Google Analytics. No information that is stored by the school or nursery on our system is sent to Google (i.e., Google doesn’t get to see anything about the staff, parents or children). You can read Google’s privacy policy here: https://support.google.com/analytics/answer/6004245?hl=en. The information about the make and models phones and tablets that use our applications and the crash reports from when our app crashes is collected by Crashlytics. No information that is stored by the school or nursery on our system is sent to Crashlytics (i.e., Crashlytics doesn’t get to see anything about the staff, parents or children children). You can read the Crashlytics privacy policy here: https://try.crashlytics.com/terms
Can I have my data corrected or deleted?

Yes. The school or nursery can correct or delete the data they store about their staff, children or parents. The school or nursery can correct the information we store about them through their Foundation Stage Forum account. They can also contact us and we will correct or delete it on their behalf. The process of deletion is gradual: initially deleted data is moved to a ‘deleted’ area in case it was deleted in error. After a delay, it is then permanently deleted from our main systems. After a further delay, it is then permanently deleted from our backups.

What are the school or nursery’s responsibilities?

The school or nursery that uses our service has overall responsibility for complying with the Data Protection requirements (or the equivalent in other countries).

When they take out a Tapestry subscription, they agree to our terms and conditions, which are available from within the Tapestry control panel at any time. It is important that the school or nursery have taken care to:

· Think about what information it is appropriate to share with whom, given their situation and that of the children under their care.

· Ensure they have permission from parents or carers for the data they store about them and the way that they use that data.

· Train their staff about sensible security and confidentiality precautions:

· Taking care of passwords

· Taking care not to install software on computers that may compromise security.

· Taking care not to access material from inappropriate places where it can’t be kept appropriately confidential.

· Prevent access to Tapestry for parents whose children have been made inactive or have been deleted, unless they have other children at your setting.

· Give parents instructions for keeping the data protected, e.g. by insisting no photos are uploaded to social media sites without the written permission of the parents whose children are depicted in photos, videos or text.

6.2 Clockhouse Preschool Admissions Policy
Policy statement

We aim to ensure that all sections of our community have access to the setting regardless of their gender, race, disability, religion or belief or sexual orientation of parents through open, fair and clearly communicated procedures and in compliance with our Valuing Diversity and Promoting Equality Policy. 

Procedures

· We ensure that the existence of our setting is widely advertised in places accessible to all sections of the community.

· We ensure that information about our setting is accessible, using simple plain English, in written and spoken form and, where appropriate, provided in different community languages and in other formats on request.

· We operate a free waiting list, and parents are encouraged to book early for places. 

· At the time when a booking is confirmed, a deposit of £50 is necessary to secure the place. This deposit will be offset against the first term’s fees or returned once the first funding payment has been received.   

· Places are offered and can be confirmed at any point during the year. 

· In addition, places are offered in the following order;

1. Children already attending the setting who wish to increase or change their hours.  

2. Professional referrals and looked after children.  

3. Children with sibling(s) currently at the setting.  

4. Children eligible for two-year-old funding 

5. In age order from oldest to youngest in each cohort. 

· When accepting a place with us we ask you to provide us with; 
1. A completed and signed registration form, 
2. A completed and signed Local Authority Parent Contract – stating the hours your child attends and those which are funded. 

3. A copy of the child’s birth certificate. 
· These forms provide the setting with information on the child and family, which allows us to claim the government funding and care for them well. All details are stored, processed and disposed of in line with our privacy policies. 

· We offer funded places for 2-year-old funding, universal entitlement (15 hours) and extended entitlement (30 hours) for any of our usual sessions (subject to availability) in accordance with the Government’s Statutory Guidance and Local Authority requirements.

· When you register your child for their funded or paid place, we will discuss your needs, and as far as possible with availability and staffing arrangements we will accommodate your wishes. 

· We will try to accommodate hours needed or if changes to hours are needed but this should be booked as early as possible to avoid disappointment.  

· We accept children at any point during the year, subject to availability, for funded and paid places.

· All funded or paid for sessions must be booked in advance and any changes must be made in writing with at least half a term’s notice.

· If you wish to leave the setting, six weeks, in term notice is required.  

· Our setting and its practices are welcoming and make it clear that fathers, mothers, other relations and carers are all welcome.

· Failure to comply with the terms and conditions may ultimately result in the provision of a place being withdrawn.

Fully Funded hours offer;
	
	Two-year-old funded hours 
	15 hours universal funded hours
	Extended entitlement additional 15 funded hours 

	Fully Funded offer, to be taken from:
	Monday to Friday Morning sessions 09:15-12:15

Monday to Thursday Early Breakfast Sessions - 08:15 – 09-15 

Monday to Thursday Early Breakfast Sessions - 08:30 – 09-15 (no longer taking new registrations)

Monday to Thursday afternoon sessions 12:15-15:15

Friday Lunch session 12:15-13:15
	Monday to Friday Morning sessions 09:15-12:15

Monday to Thursday Early Breakfast Sessions - 08:15 – 09-15 

Monday to Thursday Early Breakfast Sessions - 08:30 – 09-15 (no longer taking new registrations)

Monday to Thursday afternoon sessions 12:15-15:15

Friday Lunch session 12:15-13:15
	Monday to Friday Morning sessions 09:15-12:15

Monday to Thursday Early Breakfast Sessions - 08:15 – 09-15 

Monday to Thursday Early Breakfast Sessions - 08:30 – 09-15 (no longer taking new registrations)

Monday to Thursday afternoon sessions 12:15-15:15

Friday Lunch session 12:15-13:15

	Fully funded quantity of hours
	Any mix of sessions above to total a maximum of 15 hours per week, 38 Weeks per year
	Any mix of sessions above to total a maximum of 15 hours per week, 38 Weeks per year
	Any mix of sessions above to total a maximum of 15 hours per week, 38 Weeks per year

	Intake 
	Term after child turns two until the term after the child turns three. 
	Term after child turns three until compulsory school age
	Term after parents applies and is accepted and child turns three

	
	
	2 year old
	3&4 year old

	Additional Breakfast sessions
	£6.50
	£6.50

	Additional Early Breakfast sessions
	£8.50
	£8.50

	Additional 3 hour sessions
	£19.50
	£15.00


6.3 Provider records

Policy statement

We keep records and documentation for the purpose of maintaining our charity. These include:

· Records pertaining to our registration.

· Landlord/lease documents and other contractual documentation pertaining to amenities, services, and goods.
· Financial records pertaining to income and expenditure.
· Risk assessments.
· CCTV recordings
· Employment records of our staff including their name, home address and telephone number.
· Names, addresses and telephone numbers of anyone else who is regularly in unsupervised contact with the children.

We consider our records as confidential based on the sensitivity of information, such as with employment records. These confidential records are maintained with regard to the framework of the General Data Protection Regulations (2018), further details are given in our Privacy Notice and the Human Rights Act (1998).

This policy and procedure should be read alongside our Privacy Notice and Confidentiality and Client Access to Records Policy and Information Sharing Policy.

Procedures

All records are the responsibility of our management team who ensure they are kept securely.

All our records are kept in an orderly way in files and filing is kept up to date.

Our financial records are kept up to date for audit purposes.

We maintain health and safety records; these include risk assessments, details of checks or inspections and guidance etc.

Our Ofsted registration certificate is displayed.

Our Public Liability insurance certificate is displayed.

All our employment and staff records are kept securely and confidentially.

We notify Ofsted of any:

change in the address of our premises.
change to our premises which may affect the space available to us or the quality of childcare we provide.
change to the name and address of our registered provider, or the provider’s contact information.
change to the person managing our provision.
significant event which is likely to affect our/my suitability to look after children; or

other event as detailed in the Statutory Framework for the Early Years Foundation Stage (DfE 2017).

Legal framework

General Data Protection Regulations (GDPR) (2018)

Human Rights Act 1998

6.4 Children’s records

Policy statement

We have record keeping systems in place that meet legal requirements; the means we use to store and share that information takes place within the framework of the General Data Protection Regulations (GDPR) (2018) and the Human Rights Act (1998).

This policy and procedure should be read alongside our Privacy Notice, Confidentiality and Client Access to Records Policy and our Information Sharing Policy.

Procedures

If a child attends another setting, we aim to establish a regular two-way flow of appropriate information with parents and other providers. Where appropriate, we will incorporate comments from other providers, as well as parents and/or carers into the child’s records.
We keep two kinds of records on children attending our setting:

Developmental records
· These include observations of children in the setting, photographs, and samples of their work and summary developmental reports.

· These are usually kept in the key worker folders in the cupboard and electronically on Tapestry. They can be accessed, and contributed to, by our staff, the child, and the child’s parents.

Personal records

These may include the following (as applicable):

· Personal details – including the child’s registration form and any consent forms. 

· Contractual matters – including a copy of the signed parent contract, the child’s days and times of attendance, a record of the child’s fees, any fee reminders, or records of disputes about fees.

· Child’s development, health and well-being – including a summary only of the child’s EYFS profile report, a record of discussions about every day matters about the child’s development health and well-being with the parent.

· Early Support – including any additional focussed intervention provided by our setting (e.g., support for behaviour, language or development that needs an SEN action plan) and records of any meetings held. 

· Welfare and child protection concerns – including records of all welfare and protection concerns, and our resulting action, meetings and telephone conversations about the child, an Education, Health and Care Plan and any information regarding a Looked After Child.

· Correspondence and Reports – including a copy of the child’s 2-Year-Old Progress Check (as applicable), all letters and emails to and from other agencies and any confidential reports from other agencies.

· These confidential records are stored in a lockable file or cabinet, which is always locked when not in use and which our manager keeps secure in our locked cupboard, or electronically in a password and virus protected cloud or physical hard drive.  

· We read any correspondence in relation to a child, note any actions and file it immediately

· We ensure that access to children’s files is restricted to those authorised to see them and make entries in them, this being our manager, deputy or designated person for child protection, the child’s key person, or other staff as authorised by our manager.

· We may be required to hand children’s personal files to Ofsted as part of an inspection or investigation process; or to local authority staff conducting a S11 audit, as long as authorisation is seen. We ensure that children’s personal files are not handed over to anyone else to look at. 

· Parents have access, in accordance with our Confidentiality and Client Access to Records Policy and Privacy Notice, to the files and records of their own children, but do not have access to information about any other child.

· Our staff will not discuss personal information given by parents with other members of staff, except where it affects planning for the child's needs. Our staff induction programme includes an awareness of the importance of confidentiality in the role of the key person.

· We retain children’s personal records for three years after they have left the setting; except records that relate to an accident or child protection matter, which are kept until a child reaches the age of 21 years or 24 years respectively. These are kept in a secure place.

Archiving children’s files

· When a child leaves our setting, we remove all paper documents from the child’s personal file and place them in our archive file, stored in a safe place (i.e. a locked cabinet) for three years. After three years they are destroyed.

· If data is kept electronically it is encrypted and stored as above.

· Where there were s.47 child protection investigations, we mark the file with a star and archive it for 25 years. 

· We store financial information according to our finance procedures for seven years.
Other records
· We keep a daily record of the names of the children we are caring for, their hours of attendance and the name of their key person.

· Students on recognised qualifications and training, when they are observing in the setting, are advised of our Confidentiality and Client Access to Records Policy and are required to respect it.

Legal framework

· General Data Protection Regulations (GDPR) (2018)

· Human Rights Act (1998)

Further guidance

· Information sharing: Advice for practitioners providing safeguarding services to children, young people, parents and carers (2015)

6.5 Parental involvement

Policy statement

We believe that children benefit most from early years education and care when parents and settings work together in partnership.

Our aim is to support parents as their children's first and most important educators by involving them in their children's education and in the full life of our setting. We also aim to support parents in their own continuing education and personal development.

Some parents are less well represented in early years settings; these include fathers, parents who live apart from their children, but who still play a part in their lives, as well as working parents. In carrying out the following procedures, we will ensure that all parents are included.

When we refer to ‘parents’, we mean both mothers and fathers; these include both natural or birth parents, same sex parents and foster parents, as well as step-parents and parents who do not live with their children but have contact with them and play a part in their lives. 

The Children Act (1989) defines parental responsibility as 'all the rights, duties, powers, responsibilities and authority which by law a parent of a child has in relation to the child and his property’. 

Procedures

· Parents are made to feel welcome in our setting; they are greeted appropriately and invited in regularly.  

· We have a means to ensure all parents are included - that may mean that we have different strategies for involving parents who work or live apart from their children.

· We make every effort to accommodate parents who have a disability or impairment.

· We consult with all parents to find out what works best for them.

· We ensure on-going dialogue with parents to improve our knowledge of the needs of their children and to support their families.

· We inform all parents about how the setting is run and its policies, through access to written information and through regular informal communication. We check to ensure parents understand the information that is given to them.

Information about a child and his or her family is kept confidential within our setting. We provide parents with a privacy notice that details how and why we process their and their child’s personal information. The exception to this is where there is cause to believe that a child may be suffering, or is likely to suffer, significant harm, or where there are concerns regarding child’s development that need to be shared with another agency. We will seek parental permission unless there are reasons not to in order to protect the safety of the child.

Reference is made to our Information Sharing Policy on seeking consent for disclosure. We seek specific parental consent to administer medication, take a child for emergency treatment, take a child on an outing and take photographs for the purposes of record keeping.

The expectations that we have of parents are made clear at the point of registration.

· We make clear our expectation that parents will participate in settling their child at the commencement of a place according to an agreed plan.

· We seek parents’ views regarding changes in the delivery of our service.

· Parents are actively encouraged to participate in decision making processes according to the structure in place within our setting.

· We encourage parents to become involved in the social and cultural life of the setting and actively contribute to it.

· As far as possible our service is provided in a flexible way to meet the needs of parents without compromising the needs of children.

· We provide sufficient opportunity for parents to share necessary information with staff and this is recorded and stored to protect confidentiality.

· Our key persons meet regularly with parents to discuss their child’s progress and to share concerns if they arise.

· Where applicable, our key persons work with parents to carry out an agreed plan to support special educational needs.

· Where applicable, our key persons work with parents to carry out any agreed tasks where a Protection Plan is in place for a child.

· We involve parents in the shared record keeping about their children - either formally or informally – and ensure parents have access to their children's written developmental records via Tapestry.

· We provide opportunities for parents to contribute their own skills, knowledge, and interests to the activities of the setting.

· We support families to be involved in activities that promote their own learning and well-being, informing parents about relevant conferences, workshops and training.

· We consult with parents about the times of meetings to avoid excluding anyone.

· We provide information about opportunities to be involved in the setting in ways that are accessible to parents with basic skills needs, or those for whom English is an additional language; making every effort to provide an interpreter for parents who speak a language other than English and to provide translated written materials.

· We hold meetings in venues that are accessible and appropriate for all.

· We welcome the contributions of parents; in whatever form these may take.

· We inform all parents of the systems for registering queries, complaints or suggestions and we check to ensure these are understood. All parents have access to our written complaint’s procedure.

· We provide opportunities for parents to learn about the curriculum offered in the setting and about young children's learning, in the setting and at home. There are opportunities for parents to take active roles in supporting their child’s learning in the setting: informally through helping out or taking part in activities with their child, or through structured projects engaging parents and staff in learning about children’s learning.

6.6 Confidentiality and Client Access to Records

Policy statement

In our setting, staff and managers can be said to have a ‘confidential relationship’ with families. It is our intention to respect the privacy of children and their parents and carers, while ensuring that they access high quality early years care and education in our setting. We aim to ensure that all parents and carers can share their information in the confidence that it will only be used to enhance the welfare of their children. We have record keeping systems in place that meet legal requirements; the means that we use to store and share that information takes place within the framework of the General Data Protection Regulations (GDPR) (2018) and the Human Rights Act (1998).

Confidentiality procedures

Most things that happen between the family, the child and the setting are confidential to our setting. 
· In exceptional circumstances information is shared, for example with other professionals , social care or the police.
· Information shared with other agencies is done in line with our Information Sharing Policy. 
· We check whether parents regard the information they share with us to be confidential or not.
· Some parents may share information about themselves with other parents as well as with our staff; we cannot be held responsible if information is shared by those parents whom the person has ‘confided’ in. 
· Information shared between parents in a discussion or training group is usually bound by a shared agreement that the information is confidential to the group and not discussed outside of it. We are not responsible should that confidentiality be breached by participants.
· We inform parents when we need to record confidential information beyond the general personal information we keep (see our Children's Records Policy and Privacy Notice) - for example with regard to any injuries, concerns or changes in relation to the child or the family, any discussions with parents on sensitive matters, any records we are obliged to keep regarding action taken in respect of child protection and any contact and correspondence with external agencies in relation to their child.
· We keep all records securely (see our Children's Records Policy and Privacy Notice).
· Some information is kept in a paper file. However, most developmental reports, or letters are typed and stored in line with our privacy notice on Tapestry, or a password and virus protected cloud or hard drive which is owned and managed by Clockhouse pre-school and only accessible to staff and managers of the setting.  

· Our staff discuss children’s general progress and well-being together in meetings, but more sensitive information is restricted to our manager and the child’s key person and is only shared with other staff on a need-to-know basis.
· We do not discuss children with staff who are not involved in the child’s care, nor with other parents or anyone else outside of the setting.
· Our discussions with other professionals take place within a professional framework and not on an informal or ad-hoc basis.
· Where third parties share information about an individual with us; our practitioners and managers check if it is confidential, both in terms of the party sharing the information and of the person whom the information concerns.

Client access to records procedures

Parents may request access to any confidential records we hold on their child and family following the procedure below:
· The parent is the ‘subject’ of the file in the case where a child is too young to give ‘informed consent’ and has a right to see information that our setting has compiled on them.
· Any request to see the child’s personal file by a parent or person with parental responsibility must be made in writing to the setting manager.
· We acknowledge the request in writing, informing the parent that an arrangement will be made for him/her to see the file contents, subject to third party consent. 
· Our written acknowledgement allows 40 working days for the file to be made ready. A fee of £15 may be charged to the parent.
· A fee may be charged for repeated requests, or where a request requires excessive administration to fulfil.
· Our manager informs our chairperson and legal advice may be sought before sharing a file 
· Our manager goes through the file with our chairperson to ensure that all documents have been filed correctly, that entries are in date order and that there are no missing pages. They note any information, entry or correspondence or other document which mentions a third party. 
· We write to each of those individuals explaining that the subject has requested sight of the file, which contains a reference to them, stating what this is. 
· They are asked to reply in writing to our manager giving or refusing consent for disclosure of that material.
· We keep copies of these letters and their replies on the child’s file.
· ‘Third parties’ include each family member noted on the file; so, where there are separate entries pertaining to each parent, step-parent, grandparent etc, we write to each of them to request third party consent.
· Third parties also include workers from any other agency, including children's social care and the health authority for example. Agencies will normally refuse consent to share information, preferring instead for the parent to be redirected to those agencies for a request to see their file held by that agency.
· Members of our staff should also be written to, but we reserve the right under the legislation to override a refusal for consent or to just delete the name of the staff member and not the information. We may grant refusal if the member of staff has provided information that could be considered ‘sensitive’ and the staff member may be in danger if that information is disclosed; or if that information is the basis of a police investigation. However, if the information is not sensitive, then it is not in our interest to withhold that information from a parent. In each case this should be discussed with members of staff and decisions recorded.
· When we have received all the consents/refusals our manager takes a photocopy of the complete file. On the copy of the file, our manager removes any information that a third party has refused consent for us to disclose and blank out any references to the third party, and any information they have added to the file, using a thick marker pen.
· The copy file is then checked by the line manager and legal advisors to verify that the file has been prepared appropriately.
· What remains is the information recorded by the setting, detailing the work initiated and followed by them in relation to confidential matters. This is called the ‘clean copy’. We photocopy the ‘clean copy’ again and collate it for the parent to see.
· Our manager informs the parent that the file is now ready and invites them to make an appointment to view it.
· Our manager and our chairperson meet with the parent to go through the file, explaining the process as well as what the content of the file records about the child and the work that has been done. Only the person(s) with parental responsibility can attend that meeting, or the parent’s legal representative or interpreter.
· The parent may take a copy of the prepared file away; but, to ensure it is properly explained to and understood by the parent, we never hand it over without discussion.
· It is an offence to remove material that is controversial or to rewrite records to make them more acceptable. Our recording procedures and guidelines ensure that the material reflects an accurate and non-judgemental account of the work we have done with the family.
· If a parent feels aggrieved about any entry in the file, or the resulting outcome, then we refer the parent to our complaints procedure. 

The law requires that the information we hold must be held for a legitimate reason and must be accurate. If a parent says that the information we hold is inaccurate, then the parent has a right to request for it to be changed. However, this only pertains to factual inaccuracies. Where the disputed entry is a matter of opinion, professional judgement, or represents a different view of the matter than that held by the parent, we retain the right not to change that entry, but we can record the parent’s view of the matter. In most cases, we would have given a parent the opportunity at the time to state their side of the matter, and it would have been recorded there and then.

If there are any controversial aspects of the content of a child’s file, we must seek legal advice. This might be where there is a court case between parents, where social care or the police may be considering legal action, or where a case has already been completed and an appeal process is underway.

We never ‘under-record’ for fear of the parent seeing, nor do we make ‘personal notes’ elsewhere.

Telephone advice regarding general queries may be made to The Information Commissioner’s Office Helpline 0303 123 1113. All the undertakings above are subject to the paramount commitment of our setting, which is to the safety and well-being of the child. Please see also our policy on Safeguarding Children and Child Protection.

Legal framework

General Data Protection Regulations (GDPR) (2018)

Human Rights Act (1998)

Further guidance

Information sharing: Advice for practitioners providing safeguarding services to children, young people, parents and carers (HM Government 2015)

6.7 Information sharing
‘Sharing information is an intrinsic part of any frontline practitioners’ job when working with children and young people. The decisions about how much information to share, with whom and when, can have a profound impact on individuals’ lives. It could ensure that an individual receives the right services at the right time and prevent a need from becoming more acute and difficult to meet. At the other end of the spectrum it could be the difference between life and death.’ Information Sharing: Advice for practitioners providing safeguarding services to children, young people, parents and carers (HM Government 2015)

Policy statement

We recognise that parents have a right to know that the information they share with us will be regarded as confidential, as well as to be informed about the circumstances when, and the reasons why, we are obliged to share information.

We record and share information about children, their families, and other users of the building (data subjects) in line with the six principles of the General Data Protection Regulations (GDPR) (2018) which are further explained in our Privacy Notice that is given to parents at the point of registration The six principles state that personal data must be:

· Processed fairly, lawfully and in a transparent manner in relation to the data subject.

· Collected for specified, explicit and legitimate purposes and not further processed for other purposes incompatible with those purposes.
· Adequate, relevant and limited to what is necessary in relation to the purposes for which data is processed.
· Accurate and where necessary, kept up to date.
· Kept in a form that permits identification of data subjects for no longer than is necessary for the purposes for which the data is processed.
· Processed in a way that ensures appropriate security of the persona data including protection against accidental loss, destruction or damage, using appropriate technical or organisational measures

We are obliged to share confidential information without authorisation from the person who provided it, or to whom it relates, if it is in the public interest. That is when:

· it is to prevent a crime from being committed or to intervene where one may have been, or to prevent harm to a child or adult; or

· not sharing it could be worse than the outcome of having shared it.

The responsibility for decision-making should not rely solely on an individual but should have the back-up of the management team. The management team provide clear guidance, policy and procedures to ensure all staff and volunteers understand their information sharing responsibilities and are able to respond in a timely, appropriate way to any safeguarding concerns.

The three critical criteria are:

· Where there is evidence that the child is suffering, or is at risk of suffering, significant harm.

· Where there is reasonable cause to believe that a child may be suffering, or is at risk of suffering, significant harm.
· To prevent significant harm arising to children and young people or adults, including the prevention, detection, and prosecution of serious crime.

Procedures

Our procedure is based on the GDPR principles as listed above and the seven golden rules for sharing information as set out in ‘Information sharing Advice for practitioners providing safeguarding services to children, young people, parents, and carers’. We also follow the guidance on information sharing from the Local Safeguarding Children Board.

In our setting we ensure parents:

· receive a copy of our Privacy Notice and information about our Information Sharing Policy when starting their child in the setting and that they sign our Registration Form to say that they understand the circumstances in which information may be shared without their consent. This will only be when it is a matter of safeguarding a child or vulnerable adult.
· have information about our Safeguarding Children and Child Protection Policy; and
· have information about the other circumstances when information will be shared with external agencies, for example, with regard to any special needs the child may have or transition to school.

In our setting we:

· record concerns and discuss these with our designated person and/or designated officer from the management team for child protection matters. 

· record decisions made and the reasons why information will be shared and to whom; and
· follow the procedures for reporting concerns and record keeping as set out in our Safeguarding Children and Child Protection Policy.
· We ensure that the information we share is necessary for the purpose for which you are sharing it, is shared only with those individuals who need to have it, is accurate and up to date, is shared in a timely fashion, and is shared securely.
· Our Safeguarding Children and Child Protection Policy and Children's Records Policy set out how and where information should be recorded and what information should be shared with another agency when making a referral.

Consent

When parents choose our setting for their child, they will share information about themselves and their families. This information is regarded as confidential. Parents have a right to be informed that we will see their consent to share information in most cases, as well as the kinds of circumstances when we may not seek their consent or may override their refusal to give consent. We inform them as follows:

· Our policies and procedures set out our responsibility regarding gaining consent to share information and when it may not be sought or overridden.

· Parents sign our Registration Form at registration to confirm that they understand this.
· We ask parents to give written consent to share information about any additional needs their child may have, or to pass on child development summaries to the next provider/school.
· We give parents copies of the forms they sign.
· We consider the following questions when we assess the need to share:
· Is there a legitimate purpose to us sharing the information?
· Does the information enable the person to be identified?
· Is the information confidential?
· If the information is confidential, do we have consent to share?
· Is there a statutory duty or court order requiring us to share the information?
· If consent is refused, or there are good reasons for us not to seek consent, is there sufficient public interest for us to share information?
· If the decision is to share, are we sharing the right information in the right way?
· Have we properly recorded our decision?
· Consent must be freely given and informed - that is the person giving consent needs to understand why information will be shared, what will be shared, who will see information, the purpose of sharing it and the implications for them of sharing that information as detailed in the Privacy Notice.
· Consent may be explicit, verbally but preferably in writing, or implicit, implied if the context is such that sharing information is an intrinsic part of our service or it has been explained and agreed at the outset.
· Consent can be withdrawn at any time. 
· We explain our Information Sharing Policy to parents.

Separated parents

Consent to share need only be sought from one parent. Where parents are separated, this would normally be the parent with whom the child resides. Where there is a dispute, we will consider this carefully. 

Where the child is looked after, we may also need to consult the Local Authority, as ‘corporate parent’ before information is shared.

All the undertakings above are subject to our paramount commitment, which is to the safety and well-being of the child. Please also see our Safeguarding Children and Child Protection Policy.

Legal framework

General Data Protection Regulations (GDPR) (2018)

Human Rights Act (1998)

Further guidance

Information Sharing: Advice for practitioners providing safeguarding services to children, young people, parents and carers (HM Government 2015) 

What to do if you’re worried a child is being abused: Advice for practitioners (HM Government 2015)

Working together to safeguard children: A guide to inter-agency working to safeguard and promote the welfare of children (HM Government 2015)

Safeguarding and Welfare Requirement: Information and Records

Providers must put in place a written procedure for dealing with concerns and complaints from parents and/or carers.

6.8 Making a complaint

Policy statement

We believe that children and parents are entitled to expect courtesy and prompt, careful attention to their needs and wishes. We welcome suggestions on how to improve our setting and will give prompt and serious attention to any concerns about the running of the setting. We anticipate that most concerns will be resolved quickly, by an informal approach with the appropriate member of staff. If this does not achieve the desired result, we have a set of procedures for dealing with concerns. We aim to bring all concerns about the running of our setting to a satisfactory conclusion for all of the parties involved.

Procedures

All settings are required to keep a written record of any complaints that reach stage two and above, and their outcome. This is to be made available to parents, as well as to Ofsted inspectors on request. A full procedure is set out in the Pre-school Learning Alliance publication Complaint Investigation Record (2012) which acts as the 'summary log' for this purpose.

Making a complaint

Stage 1

Any parent who has a concern about an aspect of our setting's provision talks over his/her concerns with our manager in the first instance. Most complaints should be resolved amicably and informally at this stage.

We record the issue, and how it was resolved, in our complaints file, either on paper, or electronically.
Stage 2

If this does not have a satisfactory outcome, or if the problem recurs, the parent moves to this stage of the procedure by putting the concerns or complaint in writing.

For parents who are not comfortable with making written complaints, there is a template form for recording complaints in the Complaint Investigation Record; the form may be completed our manager and signed by the parent.

Our setting stores all information relating to written complaints from parents in our complaints file, either on paper, or electronically. If the complaint involves a detailed investigation, our manager may wish to store all information relating to the investigation in a separate file designated for this complaint.

When the investigation into the complaint is completed, our manager meets with the parent to discuss the outcome.

We inform parents of the outcome of the investigation within 28 days of him/her making the complaint.

When the complaint is resolved at this stage, we log the summative points in our Complaint Investigation Record, which is made available to Ofsted on request.

Stage 3

If the parent is not satisfied with the outcome of the investigation, he or she requests a meeting with our manager and the chair. The parent may have a friend or partner present if they prefer, and our manager should have the support of the management team.

An agreed written record of the discussion is made, as well as any decision or action to take as a result. All of the parties present at the meeting sign the record and receive a copy of it.

This signed record signifies that the procedure has concluded. When the complaint is resolved at this stage, we log the summative points in our Complaint file, either on paper, or electronically.
Stage 4

If at the stage three meeting the parent cannot reach agreement with us, we invite an external mediator to help to settle the complaint. This person should be acceptable to both parties, listen to both sides and offer advice. A mediator has no legal powers, but can help us to define the problem, review the action so far and suggest further ways in which it might be resolved.

Staff or volunteers within the Pre-school Learning Alliance are appropriate persons to be invited to act as mediators.

The mediator keeps all discussions confidential. S/he can hold separate meetings with our staff and the parent if this is decided to be helpful. The mediator keeps an agreed written record of any meetings that are held and of any advice s/he gives.

Stage 5 

When the mediator has concluded her/his investigations, a final meeting between the parent and our manager and chair is held. The purpose of this meeting is to reach a decision on the action to be taken to deal with the complaint. The mediator's advice is used to reach this conclusion. The mediator is present at the meeting if all parties think this will help a decision to be reached.

A record of this meeting, including the decision on the action to be taken, is made. Everyone present at the meeting signs the record and receives a copy of it. This signed record signifies that the procedure has concluded. These records are stored in our complaints file, either on paper, or electronically.
The role of the Office for Standards in Education, Children’s Services and Skills (Ofsted) and the Local

Safeguarding Children Board and the Information Commissioner’s Office

Parents may approach Ofsted directly at any stage of this complaints procedure. In addition, where there seems to be a possible breach of the setting's registration requirements, it is essential to involve Ofsted as the registering and inspection body with a duty to ensure the Safeguarding and Welfare Requirements of the Early Years Foundation Stage are adhered to.

Parents can complain to Ofsted by telephone on in writing at:

Ofsted National Business Unit, Piccadilly Gate, Store Street, Manchester M1 2WD

Tel: 0300 123 1231

These details are displayed on our setting's notice board.

If a child appears to be at risk, we follow the procedures of the Local Safeguarding Children Board.

In these cases, both the parent and our setting are informed and our manager work with Ofsted or the Local Safeguarding Children Board to ensure a proper investigation of the complaint, followed by appropriate action.

The Information Commissioner’s Office (ICO) can be contacted if you have made a complaint about the way your data is being handled and remain dissatisfied after raising your concern with us. For further information about how we handle your data, please refer to the Privacy Notice given to you when you registered your child at [our/my] setting. The ICO can be contacted at Information Commissioner’s Office, Wycliffe House, Water Lane, Wilmslow, Cheshire, SK9 5AF or ico.org.uk

Records

A record of complaints in relation to our setting, or the children or the adults working in our setting, is kept for at least three years; including the date, the circumstances of the complaint and how the complaint was managed.

The outcome of all complaints is recorded in our Complaint file, either on paper, or electronically, which is available for Ofsted inspectors to view on request.

All information is collected, processed, stored and disposed of in line with our Privacy Notice(s)

6.9 Working in partnership with other agencies

Policy statement

We work in partnership with local and national agencies to promote the well-being of all children. We will never share your data with any organisation to use for their own purposes without your permission, except in the case that a child was thought to be at risk of harm.

Procedures

· We work in partnership, or in tandem, with local and national agencies to promote the well-being of children.
· We have procedures are in place for the sharing of information about children and families with other agencies. These are set out in our Privacy Notice, Information Sharing Policy, Safeguarding Children and Child Protection Policy and the Supporting Children with Special Educational Needs Policy.
· Information shared by other agencies with us is regarded as third-party information. This is also kept in confidence and not shared without consent from that agency.
· When working in partnership with staff from other agencies, we make those individuals welcome in our setting and respect their professional roles.
· We follow the protocols for working with agencies, for example on child protection.
· We ensure that staff from other agencies do not have unsupervised access to the child they are visiting in the setting.
· Our staff do not casually share information or seek informal advice about any named child/family.
· When necessary, we consult with and signpost to local and national agencies who offer a wealth of advice and information that help us to develop our understanding of the issues facing us and who can provide support and information for parents. For example, ethnic/cultural organisations, drug/alcohol agencies, welfare rights advisors or organisations promoting childcare and education, or adult education.

6.10 Working from Home 
Policy statement

To assess and plan for your child’s learning and development we complete various forms and documents, on paper, on the computer and on our online learning journal site, Tapestry. We prioritise spending time interacting with children, so this assessing and planning is often done by practitioners at home. 

This policy and procedure should be read alongside our Privacy Notice, Confidentiality and Client Access to Records Policy and our Information Sharing Policy.
Procedures 
Paper documents which may be taken home by practitioners: 
· Two-year progress checks (excluding sensitive or personal information)
· School transitions documents (excluding sensitive or personal information)
· Observations (excluding sensitive or personal information)
· Other development records (excluding sensitive or personal information)
Electronic or online documents which may be accessed at home by practitioners;

· Staff members have access to children’s observations via Tapestry but are unable to download media from the site. This includes;
· Learning journals 
· Two-year progress checks, School transitions documents and other reports
· Observations and assessments
Paper documents which may be taken home by members of the management team: 
· All developmental records
· Registers and attendance information
· SEND information
· Safeguarding records
· Accident and medication records
Electronic documents stored in a password and virus protected cloud drive, which may be accessed at home by members of the management team include;

· Two-year progress checks, School transitions documents and other reports
· Accounting, attendance, invoicing and funding information
· Electronic documents containing parent/carer and staff information. 
· Staff employment records appraisals and supervision records 
· Registers and attendance information
· SEND information
· Safeguarding records
· invoice information and documents
· Managers have full access to Tapestry. This includes;
· Observations, assessments, learning journals & personal information
· Two-year progress checks, School transitions documents and other reports
 
Records and data may only be stored securely at home i.e. not to be left in a car or car boot or anywhere that they can get lost or misplaced i.e. away from family members and visitors and not shared with others under any circumstances. 
When records are no longer needed, they should be securely shredded, by the practitioner at home, or at pre-school. 

Any member of staff that uses the information that is taken home for anything other than the intended purpose will be subject to an investigation under the disciplinary procedure, reported to Local authority designated officer (LADO) and to the information commissions office (ICO)
 

Legal framework
General data protection regulations (GDPR) 2018
Human Rights Act (1998)
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